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Prevent Policy
1. Purpose
T3 Training and Development is committed to safeguarding all learners, apprentices, staff, and stakeholders from the risk of radicalisation and extremism.
Under the Counter-Terrorism and Security Act 2015, T3 Training and Development has a legal duty to have due regard to the need to prevent people from being drawn into terrorism. This duty is known as the Prevent Duty.
This policy outlines how we meet our Prevent responsibilities by:
· Protecting learners and staff from radicalising influences
· Building resilience to extremist narratives
· Promoting fundamental British values
· Ensuring early identification, proportionate intervention, and appropriate support
Prevent is treated as a safeguarding responsibility, aligned with our Safeguarding and Child Protection Policy.

2. Scope
This policy applies to:
· All learners, including apprentices under and over the age of 18
· Adult learners
· Employees, associates, subcontractors, and volunteers
· Employers and external partners engaging with learners

3. Legislative and Strategic Context
This policy is informed by and complies with:
· Counter-Terrorism and Security Act 2015
· Revised Prevent Duty Guidance for England and Wales (2023)
· Department for Education Prevent guidance for education and training providers
· CONTEST: the UK Counter-Terrorism Strategy
Prevent forms part of CONTEST and focuses on early intervention and safeguarding, not criminalisation.

4. Responsibility and Governance
Designated Safeguarding Lead (DSL)
Overall responsibility for Prevent rests with the Designated Safeguarding Lead:
Leanne Melling
The DSL is responsible for:
· Receiving and assessing Prevent concerns
· Making decisions regarding Channel referrals
· Liaising with safeguarding partners where appropriate
· Ensuring concerns are recorded securely
Operations Manager
The Operations Manager holds operational responsibility for:
· Policy implementation
· Staff training and awareness
· Monitoring Prevent risks
All Staff and Associates
All staff and associates have a duty to:
· Remain vigilant to signs of radicalisation
· Report concerns promptly to the DSL
· Engage in Prevent training and updates

5. What is Prevent?
Prevent aims to:
· Respond to the ideological challenge of terrorism
· Prevent individuals from being drawn into terrorism
· Provide appropriate advice and support through early intervention
Prevent applies to all forms of extremism, including but not limited to:
· Islamist extremism
· Extreme right-wing ideology
· Single-issue extremism

6. Channel
Channel is a voluntary, confidential, multi-agency safeguarding programme designed to support individuals who may be vulnerable to radicalisation.
Channel:
· Is not a criminal process
· Supports children, young people, and adults
· Focuses on early, proportionate intervention
A Channel referral will only be considered where there are identifiable vulnerabilities and risk indicators.

7. Vulnerability Factors
Factors that may increase vulnerability to radicalisation include (this list is not exhaustive):
· Identity crisis or sense of belonging
· Personal or family crisis
· Experiences of isolation, discrimination, or grievance
· Unmet aspirations or perceived injustice
· Online influence and exposure to extremist content
· Previous involvement in criminality
These factors do not indicate radicalisation on their own and must always be considered within context.

8. Indicators of Concern
Possible indicators may include:
· Changes in behaviour, mood, or secrecy
· Changes in friendship groups or online activity
· Use of extremist or hateful language
· Expression of extremist views
· Possession or sharing of extremist material
· Attempts to recruit others
Holding radical views is not illegal. Concerns arise where there is risk of harm, influence, or progression toward extremist activity.

9. Online Safety and Digital Risks
T3 Training and Development recognises the increasing role of the online environment in radicalisation, including:
· Social media platforms
· Encrypted messaging apps
· Online forums and gaming platforms
· AI-generated extremist content
Learners are supported to develop digital resilience, critical thinking skills, and awareness of online risks as part of safeguarding and Prevent education.

10. Reporting and Response Procedure
All Prevent concerns must follow this safeguarding-led process:
1. Concern identified by staff, associate, or employer
2. Concern reported immediately to the DSL
3. DSL assesses risk, context, and vulnerability
4. Consultation with safeguarding partners where appropriate
5. Decision made regarding Channel referral
6. Actions recorded securely in safeguarding records
Police involvement will only occur where:
· There is an immediate risk of harm, or
· There is evidence of criminal activity
Information sharing with parents or carers will be considered carefully, balancing safeguarding needs and potential risk.

11. Training and Awareness
T3 Training and Development ensures that:
· All staff receive Prevent and Channel Awareness training:
· At induction
· Annually
· Following significant national or local updates
· Learners receive Prevent awareness as part of:
· Induction
· Ongoing reviews and learning activity
Training records are maintained and monitored.

12. Equality, Diversity, and British Values
Prevent is delivered in a way that:
· Promotes equality and inclusion
· Avoids stereotyping or discrimination
· Applies to all forms of extremism
We actively promote the fundamental British values of:
· Democracy
· Rule of law
· Individual liberty
· Mutual respect
· Tolerance of different faiths and beliefs

13. External Speakers and Events
Where external speakers or organisations are engaged:
· Due diligence checks will be completed
· Reputable organisations only will be used
· Content will be monitored in line with safeguarding and Prevent expectations

14. Monitoring and Review
This policy will be:
· Reviewed annually
· Reviewed sooner if legislation or guidance changes
Reviewed: January 2026
Next Review: January 2027

15. Useful Information and Guidance
· Prevent Duty Guidance (England & Wales) - Prevent duty guidance: England and Wales (2023) - GOV.UK
· Department for Education Prevent Guidance - Keeping children safe in education 2025
· ACT Early - https://actearly.uk/support/who-we-are/
· Local Authority Prevent and Channel information - https://www.barnsley.gov.uk/services/community-safety-and-crime/prevent-and-channel/
· The Prevent Duty & Safeguarding http://www.preventforfeandtraining.org.uk

· Counter Terrorism & Security Act 2015 - https://www.gov.uk/government/collections/counter-terrorism-and-security-bill

Barnsley Council Prevent contact information: 
South Yorkshire Police Prevent Team 
preventsouth@ctpne.police.uk 
calling 101. 
You can also call the Anti-Terrorist Hotline anonymously on 0800 789321.
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Prevent Risk Assessment 

	No
	Risk Title
	Summary
	Existing Controls
	Further Action Needed
	Responsible
	Review

	1
	Online radicalisation
	Learners may be exposed to extremist content via social media, encrypted messaging apps, gaming platforms, or AI-generated material, increasing risk of radicalisation as lone actors
	Prevent awareness delivered at induction and reinforced during reviews; online safety embedded in safeguarding
	Explicit reference to social media, gaming, AI and encrypted apps in learner training; update resources annually
	DSL
	Quarterly

	2
	Limited visibility due to apprenticeship delivery model
	Apprentices spend significant time in the workplace or remotely, reducing provider oversight and early identification of concerns
	Regular reviews; safeguarding reporting routes shared with learners
	Reinforce Prevent reporting routes at reviews; include Prevent in employer briefings
	DSL
	Quarterly

	3
	Employer awareness
	Employers may lack Prevent awareness or confidence in recognising or reporting concerns
	Safeguarding information shared with employers
	Introduce Prevent guidance within employer onboarding and updates
	Operations Manager
	Annually

	4
	Staff confidence and consistency
	Staff may lack confidence or consistency in identifying Prevent concerns over time
	Induction and annual Prevent training; updates shared in meetings
	Annual Prevent refresher mandatory for all staff and associates; scenario-based discussions
	Operations Manager
	Annually

	5
	External speakers and visitors
	Risk of extremist ideology being shared through external speakers or events
	Due diligence checks; Guest Speaker Policy
	Record checks and approvals centrally
	Operations
	As needed






Title: Prevent – What To Do If You Have a Concern


PREVENT CONCERN IDENTIFIED

Staff member notices or receives:
· Concerning behaviour, language, or views
· Changes in behaviour or online activity
· Disclosure from a learner, employer, or colleague

DO NOT
· Investigate
· Challenge or debate
· Promise confidentiality

REPORT IMMEDIATELY

Report to the Designated Safeguarding Lead (DSL)

Leanne Melling

If DSL unavailable → follow safeguarding escalation route.

DSL ASSESSMENT

The DSL will:
· Consider context and vulnerability
· Decide if concern is low / emerging / significant
· Record securely in safeguarding records

NEXT STEPS (DSL ONLY)
· No further action – monitor and support
· Internal safeguarding support
· Consultation with safeguarding partners
· Channel referral (where appropriate)

IMPORTANT TO KNOW
· Prevent is safeguarding, not criminalisation
· Holding extreme views is not illegal
· Police involvement only where there is immediate risk or criminal concern
· Channel is voluntary and supportive


If you are unsure – REPORT ANYWAY
The DSL will decide next steps.
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